**From:** Telstra Security Operations  
**To:** NBN Team (nbn@email), Mobile Team (mobileteam@email), Networks Team (networks@email)

**Subject:** Urgent: Malware Attack Impacting Critical Spring Framework Services

Hello Team’s,

At **2022-03-20T03:16:34Z UTC**, we detected a malware attack targeting several critical services running the Spring Framework. The affected services include:

1. **NBN Connection (P1 - Critical)**: nbn.external.network
   * Provides high-speed NBN connection service
   * Team: NBN Team
2. **Mobile Tower Connection (P2 - High)**: mobiletower.internal.network
   * Provides a route between mobile towers across the country for cell service
   * Team: Mobile Team
3. **Home & Business Lines (P2 - High)**: homebiz.internal.network
   * Provides home & business line products such as VoIP
   * Team: Networks Team
4. **ADSL Connect (P2 - High)**: adsl.internal.network
   * Provides ADSL product to customers
   * Team: Networks Team

Given the severity of this incident, especially for **NBN Connection (P1 - Critical)**, please initiate an incident response procedure immediately.

For any questions or issues, don’t hesitate to reach out to us.

Kind regards,  
Telstra Security Operations